
学んで 防ぐ！ フィッシング詐欺 
 

フィッシング詐欺とは、クレジットカード会社、宅配業者、通販サイトなどの実在する組織をかた

るメールやＳＭＳを送信し、貼り付けたリンクをクリックさせ、偽のホームページに誘導することで、

パスワードやＩＤ、暗証番号、クレジットカード番号などの重要な個人情報を詐取する手口です。 

 

 

フィッシング対策のチェックリスト 

事業者や公的機関などのＳＭＳやメールを見るときは… 

・日頃から利用している事業者や公的機関などからのメールやＳＭＳも、まずフィッシング

詐欺を疑い、記載のリンクはクリックしないよう心がけましょう。 

・事前にブックマークした正規のサイトやアプリからアクセスする。 

・事前のブックマークがない場合や少しでも不安に思う点があれば、事業者などの正規のサイトで

フィッシング詐欺に関する情報がないか確認する。 

・安易にクレジット番号などの重要な個人情報を入力しない。 

 

フィッシングサイトに情報を入力してしまったら… 

・同じＩＤ・パスワードなどを使い回しているサービスを含め、すぐに変更する。 

・クレジットカード会社や金融機関などに連絡する。 
 

日頃からの事前対策は… 
・セキュリティソフトや携帯電話会社の対策サービスなどを活用する。 

・ＩＤ・パスワードなどの使い回しをしない。 

・クレジットカードやキャリア決済、インターネットバンキングの利用明細はこまめに確認する。 

・あわせて、利用限度額を確認し必要最低限の金額に設定する。 

 

困ったときは、早めに下記の消費生活窓口などにご相談ください。 

《岡山県消費生活センター》 ０８６-２２６-０９９９ （9：00～16：30）（月曜休み） 

 

玉島警察署         ０８６-５２２-０１１０ 

警察相談専用電話   ＃９１１０ 

消費者ホットライン   １８８ （イ・ヤ・ヤ） 

里庄町からのお知らせ 

ああああ迷惑電話対策ああああ 

里庄町特殊詐欺等被害防止対策機器 

（電話機）等購入補助金をご活用ください。

里庄町企画商工課 ０８６５-６４-３１１４ 

 詳細はこちら を押す前に 必ず確認！ 


